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Abstract—Unmanned aerial vehicles (UAVs), aka drones, are
widely used civil and commercial applications. A promising one is
to use the drones as relying nodes to extend the wireless coverage.
However, existing solutions only focus on deploying them to
predefined locations. After that, they either remain stationary
or only move in predefined trajectories throughout the whole
deployment. In the open outdoor scenarios such as search and
rescue or large music events, etc., users can move and cluster
dynamically. As a result, network demand will change constantly
over time and hence will require the drones to adapt dynamically.

In this paper, we present a proof of concept implementation
of an UAV access point (AP) which can dynamically reposition
itself depends on the users movement on the ground. Our solution
is to continuously keeping track of the received signal strength
from the user devices for estimating the distance between users
devices and the drone, followed by trilateration to localise them.
This process is challenging because our on-site measurements
show that the heterogeneity of user devices means that change
of their signal strengths reacts very differently to the change of
distance to the drone AP. Our initial results demonstrate that
our drone is able to effectively localise users and autonomously
moving to a position closer to them.

Index Terms—UAV access point, Flying access point, Drone
based user localisation

I. INTRODUCTION

With continuous cost reduction and device miniaturisation
the unmanned aerial vehicles (UAVs), also known as drones,
have seen proliferated adoption for civil and commercial
applications. Of which an increasingly more popular one is
rapid deployment as relays to meet the networking needs in
places where network infrastructure [1] [2] [3] [4] [5] [6].
Researchers have investigated a wide range of topics including
architecture design [1] [3], placement [6], coverage [5], chan-
nel optimisation [4] and routing [7] [8]. However, existing
works simply assume networking demands are known and
hence once UAVs are deployed they either remain stationary
or only move on predefined paths regardless the movement of
the users on the ground.

We argue that the user mobility can greatly challenge the
the quality of wireless connectivity as when users move both
the demand and networking environment will change [9]. In
fact, our real-world measurements demonstrate great radio
heterogeneity among user equipments (see Section IV): dif-
ferent devices (i.e. a mobile phone and a laptop) can emit
distinctively different strength radio signal and weaker signal
emitting devices (e.g. mobile phones) are more prone to the
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change of distance. This means in order to maintain overall
best signal to all connected mobile devices, the drone should
dynamically reposition itself according to the latest snapshot of
users’ locations. Repositioning of drone requires a mechanism
to determine users current locations and to which direction
that they are moving. This can be easily done if the drone has
multiple uni-directional antennas that periodically send/receive
probing signals [10]. Unfortunately, this is impractical in
reality as doing so will not only increase the cost and sizes of
the drone APs but also shorten their battery lives.

In this paper, we present our proof-of-concept implementa-
tion of a drone based AP that can autonomously readjust its po-
sition for providing best connectivity to users below. We have
built a drone using off-the-shelf components with a Raspberry
Pi1, a single board computer, as a WiFi access point (AP). We
have employ a novel technique to localise user devices. This
include first flying a small square trajectory and then use the
reference points gathered to trilaterate user locations. We have
tested our algorithms and initial results show that drone can
effectively localise users and autonomously reposition itself
closer to them.

The remainders of this paper are organised as follows.
Section II presents related work in drone-based internet provi-
sioning and techniques for user localisation. Section III details
our drone AP building experience, followed by Section IV
which describes the experimental and analytical development
of device localisation. Section V presents our initial implemen-
tation and preliminary evaluation result. Section VI discusses
our future directions and concludes this work.

II. RELATED WORK

Using drones for wireless communication has been a subject
of significant interest recently. In this section, we present
related literature and highlight our contributions to the state
of the art.

UAV-enabled communication is one of the key emerging
applications [3] [1]. However, most of existing works mainly
focus on millimeter wave (mmWave) bands, for long range
communication. On the contrary, we use off-the-shelf WiFi
for its prevalence, technological matureness, and low-cost as
well as reasonable distance of coverage.

When a drone is needed, it’s deployment location can have
vital impact on the effectiveness. A multi-drone placement

1https://www.raspberrypi.org/
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